
EndorsementsEndorsementsEndorsementsEndorsements

Policy numberPolicy numberPolicy numberPolicy number P58110
The British Aikido board
P58110
The British Aikido board
P58110
The British Aikido board
P58110
The British Aikido board

The endorsement(s) amends the cover provided by your policy P58110 (The British Aikido board)
Please read the endorsement(s) carefully and if you have any queries, contact your insurance broker.

You should keep the endorsement(s) with your policy document, policy schedule, and any other endorsements issued.
Your policy document, policy schedule and endorsements, taken together, define the cover provided.

Endorsement Ref:Endorsement Ref:Endorsement Ref:Endorsement Ref: 100587

Effective Date:Effective Date:Effective Date:Effective Date: 01-Nov-2023

Log4j vulnerability – Risk Management RequirementsLog4j vulnerability – Risk Management RequirementsLog4j vulnerability – Risk Management RequirementsLog4j vulnerability – Risk Management Requirements

We will not pay you where your legal liability or any loss that you suffer arises in any way from or is in 
connection with: 

 the unauthenticated remote code execution vulnerability which affects Apache Log4j versions 2.0-beta9 
to 2.14.1. also known as CVE-2021-44228.

 the unauthenticated remote code execution vulnerability which affects Apache Log4j versions 2.0-beta9 
to 2.14.1. also known as CVE-2021-45046.

 any other deviations which affect the Apache script vulnerability

However, we will pay you if you can demonstrate to our satisfaction that as soon as you became aware of the 
vulnerability you undertook the following:

 obtained confirmation from your in-house developers and/or third-party suppliers if any of your
software applications or online services have a Log4j vulnerability

 if a Log4j vulnerability is identified, you have obtained written confirmation that there are no indicators 
of compromise 

 you have written procedures to monitor and deploy Log4j updates or patching immediately, and no 
more than 7 days after the update or patching is released

What we will pay

The most we will pay in the period of insurance shown in the schedule for all claims in total plus all costs and 
expenses for any loss arising from an Apache script vulnerability is £25,000.  This amount is not in addition to the 
limit.

We will not pay the excess this must be paid by you

Endorsement Ref:Endorsement Ref:Endorsement Ref:Endorsement Ref: 100482_ECY

Effective Date:Effective Date:Effective Date:Effective Date: 01-Nov-2023

Coronavirus (COVID-19)Coronavirus (COVID-19)Coronavirus (COVID-19)Coronavirus (COVID-19)
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WWWWeeee will not cover any claim for any loss that is caused by or arises in any way from

 Coronavirus (COVID-19)

 severe acute respiratory syndrome coronavirus 2 (SARS-CoV-2)

 a mutation or variation of SARS-CoV-2

 a threat, fear or likelihood of infection with any of the above

Endorsement Ref:Endorsement Ref:Endorsement Ref:Endorsement Ref: 100369

Effective Date:Effective Date:Effective Date:Effective Date: 01-Nov-2023

Breach of Professional DutyBreach of Professional DutyBreach of Professional DutyBreach of Professional Duty

WWWWeeee will not cover any claim made by a third party arising from or in any way involving any breach of any

 professional duty owed to that party

 provision of, or failure to provide professional advice or services

In all other respects the terms and conditions of yyyyoooouuuurrrr policy remain unchanged.

SSSSiiiiggggnnnneeeedddd:::: Managing director, Markel (UK) Limited

Dated:Dated:Dated:Dated: 30-Oct-2023
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